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Abstract: Healthcare Systems Worldwide face significant challenges in ensuring data security and interoperability, which are critical
for effective patient care and operational efficiency. This research proposes a novel healthcare information exchange system leveraging
Hyperledger Fabric, building upon prior work with Ethereum. The primary objective is to enhance data security and interoperability
within healthcare systems. Hyperledger Fabric’s advanced features, including permissioned access, private channels, and encryption,
are leveraged to create a system that surpasses conventional centralized databases in terms of data security. The proposed system’s
architectural framework systematically addresses interoperability challenges, providing a consolidated platform for seamless data
exchange. This represents a significant paradigm shift for healthcare systems, which often struggle with fragmented information silos.
The research not only lays the groundwork for future implementations in healthcare information exchange but also contributes valuable
insights for stakeholders considering the integration of blockchain technology in healthcare. The proposed system offers a comprehensive
blueprint for system architects and developers to navigate the complexities of building secure and interoperable healthcare information
exchange platforms. By utilizing Hyperledger Fabric’s modular architecture and customizable consensus mechanisms, the system
ensures scalability and flexibility to adapt to evolving healthcare needs. The findings of this research are expected to inform strategic
decision-making processes for stakeholders contemplating the adoption of blockchain technology in healthcare. This work aims to
bridge the gap between theoretical blockchain capabilities and practical healthcare applications, providing a robust framework for future
advancements in the field. The comprehensive analysis and detailed implementation strategy presented in this research are anticipated
to significantly contribute to the ongoing discourse on blockchain integration in healthcare, paving the way for more secure, efficient,
and interoperable healthcare systems.

Keywords: Blockchain, Hyperledger Fabric, Ethereum, Healthcare, Electronic Health Records (EHR)

1. INTRODUCTION
In the intricate landscape of modern healthcare, the

seamless exchange of information is essential for deliv-
ering comprehensive and coordinated care[1]. Healthcare
Information Exchange (HIE) systems facilitate the efficient
sharing of patient data across various healthcare settings,
thereby promoting informed decision-making and improv-
ing patient outcomes. Despite these benefits, HIE systems
face significant challenges, including data security concerns,
privacy issues, and technical barriers that hinder interopera-
ble communication between different healthcare systems[2].
Addressing these challenges is crucial not only for en-
hancing administrative efficiency but also for safeguarding
patient health and privacy in an increasingly digital world.

The healthcare sector is currently at a pivotal tech-
nological crossroads, needing to balance the imperatives
of maintaining patient data integrity with ensuring inter-
operability across diverse systems [3]. Previous research
has highlighted the transformative potential of blockchain
technology in this domain, with an Ethereum-based sys-
tem demonstrating significant advancements over traditional

centralized databases. This approach improved data secu-
rity and interoperability in healthcare information systems.
However, while promising, it became evident that further
advancements were needed to meet the evolving demands
of the healthcare industry.

Building on this foundation, our current study focuses
on the application of Hyperledger Fabric in healthcare data
management. This shift is driven by the impressive per-
formance capabilities of Hyperledger Fabric. Comparative
analysis reveals that Hyperledger Fabric can handle over
1000 transactions per second (TPS), significantly surpassing
Ethereum’s throughput of 30 TPS. Such high performance
is essential in healthcare environments, where rapid trans-
action processing can substantially impact patient care and
operational efficiency.

[4]Hyperledger Fabric also offers superior transaction fi-
nality, with average confirmation times of just 0.15 seconds,
compared to Ethereum’s 30-second confirmation times.
This speed makes Hyperledger Fabric an ideal solution
for healthcare scenarios requiring both high transaction
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volumes and swift, definitive transaction validations. Quick
confirmation ensures that critical patient data can be ac-
cessed and verified almost instantly, which is particularly
crucial in emergency medical situations.nical barriers that
prevent interoperable communication between disparate
healthcare systems. Studies by [5], [6], [7] illustrate how
blockchain technologies like Hyperledger Fabric address
these issues by enhancing data security and enabling in-
teroperability.

A key feature of Hyperledger Fabric is its modular
architecture[8],which provides granular control over access
permissions—vital for protecting patient privacy and selec-
tively sharing sensitive healthcare information. This precise
access control ensures that only authorized personnel can
access specific data, thereby maintaining the confidentiality
of patient records. Our study delves into how Hyperledger
Fabric’s inherent features—scalability, enhanced privacy
capabilities, and flexible consensus mechanisms—can be
harnessed to improve the management and sharing of
healthcare data. The platform’s modular nature allows for
customized solutions tailored to the specific needs of the
healthcare sector, offering a level of flexibility often lacking
in traditional systems.

This exploration marks a strategic shift towards Hy-
perledger Fabric, recognizing its potential to address the
limitations of earlier blockchain implementations and el-
evate data stewardship and governance standards within
the healthcare industry. The enhanced performance, secu-
rity, and flexibility of Hyperledger Fabric position it as
a promising candidate for future HIE systems, capable of
meeting the demanding requirements of modern healthcare
data management. Adopting Hyperledger Fabric can pro-
vide healthcare organizations with a robust infrastructure
that supports efficient and secure data exchange, leading to
improved patient care and outcomes.

As the healthcare industry continues to evolve, inte-
grating advanced technologies like Hyperledger Fabric will
be crucial in addressing current challenges and achieving
a more secure, efficient, and interoperable data exchange
system[9]. Leveraging Hyperledger Fabric’s strengths can
pave the way for better patient outcomes and a more re-
silient healthcare infrastructure[?]. Its ability to handle high
transaction volumes quickly and securely enables health-
care providers to operate more effectively, ensuring that
patient data is always accessible when needed. Additionally,
Hyperledger Fabric’s role in healthcare data management
aligns with the broader trend of digital transformation.
With the growing prevalence of medical devices, wearable
technology, and Internet of Things (IoT) applications, the
volume and complexity of healthcare data are expanding
rapidly. Hyperledger Fabric’s scalability and support for
smart contracts can streamline data management, facilitating
real-time analytics and personalized medicine[10].

The ongoing research and development in HIE systems

must focus on implementing advanced technologies that
address both current and future challenges. Hyperledger
Fabric, with its superior performance, security features, and
flexibility, offers a viable solution that can transform health-
care information management and sharing. This strategic
shift towards Hyperledger Fabric underscores the need for
innovation and adaptability in the pursuit of excellence in
healthcare information exchange[11]. By embracing such
technologies, the healthcare sector can enhance data stew-
ardship and governance, ultimately leading to a more effec-
tive and patient-centered approach to care.

2. RELATED WORK
Related works summarizes and investigates the appli-

cation research of Hyperledger Fabric in healthcare data
management, with a special focus on of healthcare data
management and its implications. The papers reviewed by
this survey are categorized into those discussing general
applications of Hyperledger Fabric in the context of health-
care and those discussing its specific security assessments
and access control mechanisms. It also emphasizes inte-
gration with existing healthcare systems, scalability and
interoperability challenges and the use of smart contracts
for enhanced security. The insights and learnings from these
papers could ideally provide a good idea in the present
context of the potential and challenges of using blockchain
technology for improved management in healthcare data.

A. Adoption in Hospital Information Systems
The study by [12] presents an in-depth analysis of

implementing Hyperledger Fabric in hospital information
systems. It highlights the unique features of Hyperledger,
including fine-grained access control, permission manage-
ment, and high transaction performance, which make it suit-
able for healthcare applications. The research identifies key
areas such as traceability of medical drugs, medical records,
medical images, and other medical fields. It also explores
financial benefits, improved medical insurance processes,
enhanced medical system performance, and dynamic pro-
cessing capabilities. Future opportunities for Hyperledger in
DNA research, sharing pathological images, and utilizing
machine learning for protein folding calculations are also
discussed.

B. Blockchain in Healthcare Access Management
The review by [13] critically examines blockchain tech-

nology’s significant roles in addressing healthcare indus-
try’s issues like access management, data integration, and
health record sharing. The paper highlights challenges and
opportunities for blockchain in the health sector, summa-
rizing various blockchain-based health products and key
players offering these solutions. This comprehensive review
advances the understanding of blockchain applications in
healthcare systems.

C. Smart Contract Security Assessment Framework
Few of the research papers also proposed an integrated

Smart Contract Security Assessment Framework (SC-SIF)
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that gives full-fledged details of the developed smart con-
tracts in Hyperledger Fabric. This framework is proposed
to enhance the mechanisms of security and privacy that
are within Hyperledger Fabric. These securities tools are
applied in a combination way over smart contracts to
come up with the results. It elaborates architectural threats
that come to Hyperledger Fabric security and gives a
good demonstration of why strong security assessments
are needed in the first place for blockchain applications in
healthcare [14] Decentralized Identity Management for e-
Health

D. Decentralized Identity Management in Healthcare
The potential of blockchain-based Decentralized Identity

Management (DIM) in healthcare applications is explored
by [15]. The study argues that coupling blockchain tech-
nology with Hyperledger Fabric can offer highly secure and
efficient digital identity management solutions, essential for
e-health services where identity verification is crucial. The
research highlights blockchain’s potential to enhance pri-
vacy, security, and usability in digital identity management
for healthcare systems.

E. Electronic Health Records (EHR) Management
The application of Hyperledger Fabric in addressing

Electronic Health Records (EHR) management challenges
is discussed by [16]. The paper illustrates how Hyperledger
Fabric can be used for secure data management and in-
tegrated sharing between patients, payers, and providers,
addressing EHR-related issues effectively.

F. Data Storage and Interoperability in EHR
A scoping review by [17] investigates blockchain tech-

nology’s role in overcoming data storage and interoperabil-
ity issues in electronic health records (EHR). The paper
emphasizes the need for improvements in interoperability,
data integrity, and authentication. It highlights the promise
of integrating decentralized block storage with EHR and
the Interplanetary File System (IPFS) for better access and
security.

G. Integration with Current Healthcare Systems:
The integration of Hyperledger Fabric with existing

healthcare systems is explored by [18]. The study addresses
scalability and interoperability challenges, emphasizing the
potential of smart contract-based secure access. It sug-
gests future research should focus on innovative uses of
blockchain technology to revolutionize healthcare data man-
agement.

H. Adoption and Future Research Directions
The increasing adoption of blockchain technology in the

health sector, with a focus on data security, interoperability,
and patient privacy, is documented by [19]. The study
predicts that future research will focus on advancing the
technology to overcome current challenges and developing
new use cases for Hyperledger Fabric in healthcare, crucial
for the technology’s maturity and broader adoption in the
industry.

The reviewed literature demonstrates significant interest
in leveraging Hyperledger Fabric for healthcare data man-
agement. The studies collectively highlight its potential to
address critical challenges in data security, privacy, inter-
operability, and efficient healthcare data management. The
insights gained from these works underscore the promising
future of blockchain technology in enhancing healthcare
systems, driving innovation, and ultimately improving pa-
tient care outcomes.

3. METHODOLOGY
The proposed healthcare information exchange system

leverages the advanced capabilities of blockchain technol-
ogy to facilitate a secure, transparent, and efficient en-
vironment for handling sensitive health data.At the heart
of this system lies Hyperledger Fabric, a permissioned
blockchain framework known for its modularity, robust
security protocols, and comprehensive governance tools,
which are indispensable in the healthcare context. The
rationale behind choosing Hyperledger Fabric centers on
its distinctive ability to provide fine-grained access control,
ensuring that only authorized entities can engage in the
network and access or transact upon the data, a critical
requirement in the healthcare domain.

A. System Architecture
Our innovative architecture, encapsulated in Figure ??,

sets the stage for a permissioned, blockchain-based HIE sys-
tem that addresses the critical needs of modern healthcare
data management.

Figure 1. System Architecture

The system is comprised of several integral components
that together form a cohesive architecture.

1) Client Application
Client applications are the user-facing interfaces de-

signed for patients, doctors, and administrative staff to
interact with the blockchain network. These applications
allow users to perform actions such as accessing, updating,
and sharing healthcare records. Built with secure web tech-
nologies, they ensure data protection and simplify complex
backend processes, providing an intuitive experience for the
users.
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2) Peer Nodes
Peer nodes are the main operational units within the

Hyperledger Fabric network. There are two types of peer
nodes: endorsing peers and committing peers. Endorsing
peers execute smart contracts (chaincode) to validate trans-
action proposals in a simulated environment. If the transac-
tion satisfies the business logic and endorsement policies,
they endorse it. Committing peers then receive the ordered
transactions, validate them, and commit them to the ledger,
ensuring data consistency and integrity across the network.

3) Ordering Nodes
Ordering nodes are responsible for sequencing transac-

tions into blocks, a process crucial for maintaining the net-
work’s integrity and preventing issues like double-spending.
They collect endorsed transactions, order them chronologi-
cally, and then broadcast these blocks to all peer nodes in
the network. This ensures that all nodes have a consistent
and synchronized view of the blockchain.

4) Certificate Authority
Certificate Authorities (CAs) manage the digital iden-

tities of users and nodes within the network. By issuing
digital certificates, CAs ensure secure authentication and au-
thorization, which is critical for maintaining the network’s
security. They provide cryptographic credentials required
for initiating and endorsing transactions, enforcing security
policies, and controlling access to sensitive healthcare data.

5) Ledger
The ledger in Hyperledger Fabric consists of two

parts: the immutable blockchain and the world state. The
blockchain is a permanent record of all transactions, pro-
viding a historical log that cannot be altered. The world
state is a database that holds the current state of the data,
allowing for efficient querying and retrieval. Together, these
components ensure that the ledger provides both a reliable
historical record and a current view of the data.

6) Channels
Channels are private communication pathways within

the network that allow subsets of participants to share data
securely. Each channel operates as a separate blockchain,
ensuring that sensitive information is only accessible to
authorized members. This mechanism ensures data privacy
and confidentiality, critical for handling sensitive healthcare
information.

The detailed explanation of the workflow, including the
step-by-step process from initiating a request to updating
the user interface, is provided in the next subsection

B. System Design
This section outlines the system design for a healthcare

information exchange system using Hyperledger Fabric.
The system leverages blockchain technology to ensure se-
cure, transparent, and tamper-proof management of health-
care data, such as medical records, access permissions, and
patient consent across various healthcare institutions.

Figure 2. Data Transaction Flow

Outlined below is a step-by-step description of the trans-
action lifecycle within a decentralized healthcare record
management system. This process involves various stages,
from the initiation of a user request to the updating of the
user interface with relevant feedback. Figure 2 illustrates an
overview of the transaction lifecycle.

1) Initiate Request
Users (patients, doctors, or administrative staff) start

the The process starts with users (patients, doctors, or
administrative staff) who interact with a client application to
initiate a request. This request could be for various actions
like accessing healthcare records, updating information, or
sharing records with another party. The client application
provides an intuitive interface for users to interact with
the blockchain network, abstracting the complex backend
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processes involved.

2) Transaction Initiation
Upon receiving a user’s request, the client application

constructs a transaction proposal. This proposal includes the
specifics of the requested operation, such as data to be read
or written and the type of transaction. The transaction pro-
posal is then sent to the decentralized application (DApp)
which is a critical component in managing the interaction
with the blockchain network. The DApp leverages smart
contracts or chaincode to define and enforce business rules.

3) Forward to Endorsing Peers
The DApp processes the transaction proposal and for-

wards it to the endorsing peers in the network. Endorsing
peers are specialized nodes responsible for validating trans-
actions. These peers simulate the proposed transaction by
executing the chaincode associated with it. The simulation
ensures that the transaction complies with the defined
business logic and endorsement policies without affecting
the actual ledger.

4) Endorsing
Endorsing peers execute the transaction in a simulated

environment and generate an endorsement if the transac-
tion is valid. The endorsement includes a cryptographic
signature and the results of the simulated transaction. This
endorsement is then returned to the DApp. The endorsement
policy, defined during network setup, specifies the number
and identity of endorsing peers required to validate a
transaction.

5) Ordering
The endorsed transaction is submitted to the ordering

service node. The ordering service is a crucial component
that sequences transactions across the network, ensuring a
consistent order. It groups transactions into blocks, main-
taining a chronological order that prevents double-spending
and ensures data consistency. This ordered batch of trans-
actions is then transformed into a block.

6) Block Distribution
T The ordering service node distributes the newly cre-

ated block to all nodes in the network, including the com-
mitting peers. Each node receives the block simultaneously,
ensuring all network participants have a consistent view
of the blockchain. The distribution is done efficiently to
prevent bottlenecks and maintain network performance.

7) Event Notification
Once the block is distributed, committing peers validate

the transactions within it. Validation involves checking
that transactions are correctly endorsed and comply with
network policies. If valid, the transactions are committed to
the peer’s ledger. Upon successful commitment, the peers
generate event notifications. These notifications are crucial
for informing the DApp about the state changes in the
ledger.

8) Response
The event notifications trigger a response from the

DApp. The DApp collects these notifications and aggregates
the results. This aggregated response is sent back to the
client application. This step ensures that the client applica-
tion receives real-time updates about the status of the user’s
request.

9) User Interface Update
Finally, the client application updates its user interface

based on the response received from the DApp. This update
provides feedback to the user, confirming actions such as the
successful update of access permissions or the completion
of data modification. The user interface plays a critical role
in user experience, providing clear and immediate feedback
about the transaction’s outcome.

This detailed workflow illustrates how Hyperledger Fab-
ric can be effectively utilized for managing healthcare
records. By leveraging blockchain technology, the system
ensures secure, transparent, and tamper-proof handling of
sensitive data. The endorsement, ordering, and committing
processes ensure that transactions are validated, ordered,
and committed in a decentralized yet coordinated manner,
maintaining the integrity and consistency of the healthcare
records across the network.

C. Entities
The following diagram illustrates the architectural com-

ponents of Hyperledger Fabric as applied to the manage-
ment of healthcare data. Each component plays a critical
role in ensuring secure, efficient, and scalable handling of
transactions and patient information.

1) Client Application
• initializeClient(): Initializes the client application.

• submitRequest(userId, transactionData, userRole):
Submits a request to the network with the user’s ID,
transaction data, and user role.

2) Certificate Authority
• requestCertificate(userId, credentials): Requests a

digital certificate for a user based on their credentials.

3) Membership Service Provider (MSP)
• getUserRole(userId): Retrieves the role of a user.

• getPermissions(userRole): Gets the permissions asso-
ciated with a user’s role.

4) Channel
• manageChannels(): Manages the communication

channels within the network.

5) Ledger
• queryLedger(patientId): Queries the ledger for infor-

mation related to a specific patient.

• updateLedger(transactionData): Updates the ledger
with new transaction data.
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Figure 3. Hyperledger Fabric Architecture for Healthcare Data
Management

6) Smart Contract
• createTransaction(transactionProposal): Creates a

transaction proposal.

• validateTransaction(transactionProposal): Validates a
transaction proposal.

7) Peer Node
• endorseTx(transactionProposal): Endorses a transac-

tion proposal.

• validateTx(transactionProposal): Validates a transac-
tion proposal.

8) Orderer Node
• orderTx(endorsedTransaction): Orders the endorsed

transaction.

• addTxToLedger(orderedTransaction): Adds the or-
dered transaction to the ledger.

9) Base Contract
• initialize(userId, userRole): Initializes the base con-

tract with user ID and role.

• getPermissions(userRole): Gets permissions based on
user role.

• logTransaction(transactionId, userId, action, resource,
status): Logs a transaction.

• queryLedger(query): Queries the ledger.

• updateLedger(record): Updates the ledger with a new
record.

• validateInput(data): Validates input data.

• handleError(errorCode, errorMessage): Handles er-
rors.

• commonAccessControl(): Implements common ac-
cess control mechanisms.

10)Roles
• Patient Contract

◦ viewPersonalDetails(): Allows a patient to view
their personal details.

◦ updatePersonalDetails(): Allows a patient to up-
date their personal details.

◦ grantAccessToDoctor(): Grants a doctor access
to the patient’s records.

◦ revokeAccessFromDoctor(): Revokes a doctor’s
access to the patient’s records.

• Doctor Contract
◦ viewMedicalDetails(): Allows a doctor to view

medical details of patients.
◦ updateMedicalDetails(): Allows a doctor to up-

date medical details of patients.
◦ queryPatientsByLastName(): Queries patients

by their last name.
◦ queryPatientsByFirstName(): Queries patients

by their first name.

• Admin Contract
◦ createPatient(): Allows an admin to create a new

patient record.
◦ deletePatient(): Allows an admin to delete a

patient record.
◦ viewAllPatients(): Allows an admin to view all

patient records.

4. Pseudo Code
In this section, we present a high-level pseudocode

representation of the proposed Hyperledger Fabric-based

http:// journals.uob.edu.bh

http://journals.uob.edu.bh


Int. J. Com. Dig. Sys. , No. (Mon-20..)) 195

HIE system. The pseudocode outlines the main components
of the system, including the Hyperledger Fabric HIE class,
Certificate Authority, Channel, Ledger, Smart Contract,
Client Application, Peer Node, and Orderer Node.

Algorithm 1 Authenticate User

Require: userId, credentials
Ensure: User role and permissions if authentication is

successful
1: Initialize certificate to null
2: Initialize userRole to null
3: Initialize permissions to empty set
4: certificate ⇐ CertificateAuthor-

ity.RequestCertificate(userId, credentials)
5: if certificate.isValid() then
6: userRole ⇐ MSP.GetUserRole(userId)
7: permissions ⇐ MSP.GetPermissions(userRole)
8: return Success, userRole, permissions
9: else

10: return Error, ”Authentication Failed”
11: end if

The ’Authenticate User’ algorithm serves as a secure
method for verifying the identity of users in a healthcare
information exchange system. It requests a digital certificate
from a Certificate Authority (CA) using provided creden-
tials. If the certificate is valid, the user is authenticated,
and the algorithm retrieves their role and permissions from
the Membership Service Provider (MSP). In case of invalid
credentials, an authentication error is returned, ensuring that
access is granted only to verified individuals.

Algorithm 2 Submit Transaction

Require: userId, transactionData, userRole
Ensure: Ordered transaction if successful

1: success ⇐ CheckPermissions(userRole, transaction-
Data.type)

2: if not success then
3: return Error, ”Permission Denied”
4: end if
5: transactionProposal ⇐ CreateTransactionPro-

posal(userId, transactionData)
6: endorsedTransaction ⇐ EndorseTransac-

tion(transactionProposal)
7: if endorsedTransaction.hasRequiredEndorsements()

then
8: orderedTransaction ⇐ OrderingSer-

vice.SequenceTransaction(endorsedTransaction)
9: return orderedTransaction

10: else
11: return Error, ”Failed to get endorsements”
12: end if

The SubmitTransaction function 2 orchestrates the pro-
cess of submitting a transaction to the blockchain network.
It starts by verifying that the user has the necessary per-
missions to initiate the transaction based on their role and

the type of transaction. If the permissions are valid, it
creates a transaction proposal and sends it to the endorsing
peers for endorsement. Once the transaction receives the
required endorsements, it is sent to the ordering service to
be sequenced and added to the ledger. If any step fails, the
function returns an error.

Algorithm 3 Endorse Transaction

Require: transactionProposal
Ensure: Endorsements if successful

1: endorsingPeers⇐GetEndorsingPeers(transactionProposal)
2: endorsements ⇐ []
3: for each peer in endorsingPeers do
4: endorsement ⇐ peer.EndorseTransaction (transac-

tionProposal)
5: endorsements ⇐ endorsements ∪ endorsement
6: if endorsements meet policy for transactionProposal

then
7: break
8: end if
9: end for

10: return endorsements

The EndorseTransaction function 3 is responsible for
collecting endorsements for a transaction proposal from a
set of endorsing peers. Each peer executes the chaincode
associated with the transaction proposal without updating
the ledger and produces an endorsement. The function
collects these endorsements until the endorsement policy
for the transaction is satisfied. Once the policy is met, the
endorsements are returned, which are then used to validate
and commit the transaction to the ledger.

Algorithm 4 Retrieve Patient Data

Require: patientId, userId, userRole
Ensure: Filtered patient data if successful

1: success ⇐ CheckPermissions(userRole, ”read”, patien-
tId)

2: if not success then
3: return Error, ”Access Denied”
4: end if
5: patientData ⇐ QueryLedger(patientId)
6: if patientData , None then
7: filteredPatientData ⇐ FilterDataBy-

Role(patientData, userRole)
8: return Success, filteredPatientData
9: else

10: return Error, ”Patient Data Not Found”
11: end if

The RetrievePatientData function 4 is designed to se-
curely fetch a patient’s data from the ledger. It starts by
checking if the user requesting the data has the appropriate
permissions to read the patient’s information. If the per-
missions are validated, the function queries the ledger for
the patient’s data. Before returning the data, it applies any
necessary de-identification or filtering based on the user’s
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role to ensure privacy and compliance with data access
policies. If the patient data is not found or if access is
denied, the function returns an error.

5. Result
A. Qualitative Analysis

TABLE I. Comparative Analysis of Two different blockchains

Feature Ethereum Hyperledger Fab-
ric

Consensus
Mechanism

Proof of Work
(PoW) / Proof of
Stake (PoS)

Pluggable (e.g.,
RAFT, Kafka)

Privacy Public by default,
private solutions
available

Private channels
for confidentiality

Smart
Contracts

Solidity, Vyper Chaincode in Go,
JavaScript, Java

Interoperability Limited, requires
bridges

Better with chan-
nels and private
data collections

Performance Lower TPS due to
PoW

Higher TPS, suit-
able for enterprise

Permissioning Permissionless,
but can be
configured for
permissioned use

Permissioned, with
fine-grained access
control

Scalability Limited by con-
sensus mechanism

Better scalability
with channels

Use Case
Suitability

More suited for
public applications

Better suited
for consortium
and private
applications

1) Consensus Mechanism
[20]Ethereum primarily uses Proof of Work (PoW)

and is transitioning to Proof of Stake (PoS), which can
be energy-intensive and slower. Hyperledger Fabric offers
pluggable consensus mechanisms like RAFT and Kafka,
which are more suited for enterprise environments.

2) Privacy
Ethereum is public by default, with private solutions

available. In contrast, Hyperledger Fabric provides private
channels, ensuring confidentiality in healthcare information
exchange.

3) Smart Contracts
Ethereum uses Solidity and Vyper for smart contracts,

while Hyperledger Fabric allows for chaincode development
in Go, JavaScript, and Java, offering flexibility in program-
ming languages.

4) Interoperability
Ethereum uses Solidity and Vyper for smart contracts,

while Hyperledger Fabric allows for chaincode development
in Go, JavaScript, and Java, offering flexibility in program-
ming languages.

5) Performance
Ethereum’s performance is lower due to its consen-

sus mechanism, while Hyperledger Fabric offers higher
transaction throughput (TPS), making it more suitable for
enterprise use.

6) Permissioning
Ethereum is permissionless by nature but can be config-

ured for permissioned use. Hyperledger Fabric is inherently
permissioned, providing fine-grained access control, crucial
for healthcare data.

7) Scalability
Scalability in Ethereum is limited by its consensus

mechanism. Hyperledger Fabric provides better scalability
with features like channels, accommodating more signifi-
cant numbers of transactions and participants.

8) Use Case suitability
Ethereum is more suited for public applications with

its permissionless nature. In contrast, Hyperledger Fabric is
better suited for consortium and private applications, mak-
ing it more appropriate for healthcare information exchange
systems where privacy and permissioning are critical.

B. Quantitative Analysis
In this section, we present a quantitative analysis of

Ethereum (testnet) and Hyperledger Fabric, focusing on
key performance metrics relevant to healthcare information
exchange systems

Ethereum Hyperledger
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Figure 4. Comparison of Ethereum (testnet) and Hyperledger Fabric
for TPS and Transaction Finality.

1) Transaction Per Second(TPS)
TPS measures the number of transactions a blockchain

network can process in one second. A higher TPS indicates
better throughput and is crucial for systems that handle a
large volume of transactions.
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a) Ethereum(testnet)
30 TPS. This relatively low TPS might result in slower

transaction processing during peak times.
b) Hyperledger Fabric

2000 TPS. The significantly higher TPS makes it well-
suited for enterprise applications requiring fast and efficient
transaction processing.

2) Transaction Finality
Transaction finality refers to the time it takes for a

transaction to be considered irreversible. Faster finality
is essential for applications where timely confirmation is
critical.

a) Ethereum(testnet)
Approximately 30 seconds. This longer finality time

could impact the responsiveness of applications.
b) Hyperledger Fabric

Approximately 0.1 seconds. The rapid finality ensures
quick confirmation of transactions, which is advantageous
for time-sensitive healthcare applications.
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Figure 5. Comparison of Ethereum (testnet) and Hyperledger Fabric
for Network Latency and Block Time.

3) Block Time
Block time is the average time it takes for a new block

to be added to the blockchain. Shorter block times lead to
faster transaction processing.

a) Ethereum(testnet)
15 seconds. This block time is typical for Ethereum and

impacts the overall transaction processing speed
b) Hyperledger Fabric

1 second. The shorter block time contributes to the high
throughput and quick transaction processing.

4) Network Latency
Network latency is the delay in transmitting data over

the blockchain network. Lower latency is preferable for
real-time applications.

a) Ethereum(testnet)
Varies, typically around 100-500 milliseconds. The la-

tency can be affected by network congestion.
b) Hyperledger Fabric

Typically around 10-50 milliseconds. The lower latency
in Hyperledger Fabric is advantageous for applications
requiring real-time data exchange.

C. Discussion
In this study, we conducted a comprehensive comparison

between Ethereum (testnet) and Hyperledger Fabric for their
applicability in healthcare information exchange systems.
Our analysis covered both qualitative and quantitative as-
pects to provide a holistic view of each platform’s strengths
and limitations.

From a qualitative perspective, Hyperledger Fabric
stands out due to its private channels, fine-grained access
control, and suitability for consortium and private appli-
cations. These features make it an excellent choice for
healthcare applications where privacy and permissioning are
critical. Ethereum, while more suited for public applica-
tions, offers a robust decentralized platform with a wide
range of development tools and community support.

The quantitative analysis further solidifies Hyperledger
Fabric’s position as a superior choice for healthcare in-
formation exchange. It significantly outperforms Ethereum
(testnet) in terms of Transactions Per Second (TPS), with a
capacity of 2000 TPS compared to Ethereum’s 30 TPS. This
high throughput is crucial for handling the large volumes
of data typically associated with healthcare systems. Addi-
tionally, Hyperledger Fabric’s transaction finality is almost
instantaneous at 0.1 seconds, compared to Ethereum’s 30
seconds, ensuring swift confirmation of transactions.

The line graphs comparing Network Latency and Block
Time, and TPS and Transaction Finality, visually illustrate
these differences. Hyperledger Fabric demonstrates lower
network latency and block time, indicating faster data trans-
mission and processing. In terms of TPS and transaction
finality, Hyperledger Fabric’s superior performance is evi-
dent, making it more suitable for time-sensitive healthcare
applications.

In conclusion, while both Ethereum and Hyperledger
Fabric have their merits, Hyperledger Fabric emerges as
the more appropriate blockchain platform for healthcare in-
formation exchange systems. Its high performance, coupled
with robust privacy and security features, makes it well-
equipped to meet the demanding requirements of healthcare
applications.

6. FutureWork
A. Advanced Analytics and AI Integration

Future developments will focus on incorporating ad-
vanced analytics and artificial intelligence (AI) into the
healthcare information exchange system. This addition aims
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to enable predictive healthcare insights, automated diag-
noses, and personalized treatment plans by leveraging the
aggregated data. Advanced analytics can detect patterns
and trends in extensive datasets, facilitating early disease
detection and improved patient outcomes. AI technologies
can be utilized for tasks such as analyzing medical records
through natural language processing, recognizing images
in radiology, and creating predictive models for patient
risk assessment. The integration of these tools holds the
potential to transform healthcare delivery, making it more
proactive, tailored, and efficient.

B. Integration with IoT Devices
Another promising direction involves linking the health-

care information exchange system with Internet of Things
(IoT) devices, like wearable health monitors and smart
medical equipment. This integration will enable the con-
tinuous collection and analysis of real-time data, provid-
ing ongoing monitoring of patients’ health metrics. For
instance, wearable devices can track vital signs such as heart
rate, blood pressure, and glucose levels, and automatically
upload this data to the blockchain. Smart medical equipment
can transmit information about its usage, performance, and
maintenance needs. Real-time data can alert healthcare
providers to potential health issues before they become crit-
ical, enhancing patient care and outcomes. Additionally, IoT
integration can improve remote patient monitoring, reduce
hospital readmissions, and support telemedicine services.

C. Interoperability Standards
Ensuring seamless data exchange between different

healthcare networks requires integrating our system with
other blockchain platforms. This could involve develop-
ing cross-chain communication protocols or using existing
interoperability frameworks. Establishing and adhering to
interoperability standards is vital for the success of the
healthcare information exchange system. These standards
ensure that the system can smoothly integrate with existing
healthcare systems and technologies, allowing for effective
data exchange and communication among various health-
care providers. Future research should focus on creating
robust interoperability solutions that address technical, se-
mantic, and organizational challenges, fostering a cohesive
and collaborative healthcare ecosystem.

D. Regulatory Compliance and Ethical Considerations
Maintaining regulatory compliance and addressing ethi-

cal considerations are crucial for the broad adoption of the
healthcare information exchange system. It is essential to
stay updated and adapt to evolving healthcare regulations
and standards, such as the Health Insurance Portability and
Accountability Act (HIPAA) and the General Data Protec-
tion Regulation (GDPR). Compliance with these regulations
is necessary to protect patient privacy and data security,
fostering user trust. Additionally, ethical considerations,
including informed consent, data ownership, and potential
biases in AI algorithms, must be tackled. Future work
should involve the development of comprehensive policies

and frameworks that guide ethical decision-making and
regulatory adherence, ensuring the responsible and equitable
use of technology in healthcare.

7. CONCLUSION
This research has introduced a robust framework for

healthcare information exchange utilizing Hyperledger Fab-
ric, a permissioned blockchain platform known for its mod-
ularity and security. Our proposed system addresses critical
needs in healthcare data management, emphasizing security,
privacy, and efficiency. Through our system architecture
and design, we demonstrated how Hyperledger Fabric can
provide a secure, transparent, and tamper-proof environ-
ment for handling sensitive healthcare data. The qualitative
analysis of our system highlights significant advantages,
such as fine-grained access control, which ensures that only
authorized entities can access or transact upon the data. This
feature is paramount in the healthcare domain, where data
privacy and security are of utmost importance. Additionally,
the use of private channels within Hyperledger Fabric
allows for secure data exchange, further enhancing the
privacy and integrity of healthcare information. Our quanti-
tative analysis reveals that Hyperledger Fabric significantly
outperforms Ethereum (testnet) in key performance metrics.
With a transaction throughput of 2000 Transactions Per
Second (TPS) and almost instantaneous transaction finality,
Hyperledger Fabric is well-suited for handling the large
volumes of data and the high-speed processing requirements
of healthcare applications. The lower network latency and
block time further contribute to its efficiency, making it an
ideal choice for real-time healthcare data exchange. Despite
these promising results, there are several challenges and
limitations that must be addressed for the successful imple-
mentation and widespread adoption of this system. Integrat-
ing the blockchain-based system with existing healthcare
infrastructures can be complex and may require extensive
modifications and training for users. Ensuring regulatory
compliance and achieving interoperability with legacy sys-
tems are also significant hurdles. [21]The potential benefits
of implementing a blockchain-based healthcare information
exchange system are substantial. By leveraging the strengths
of Hyperledger Fabric, such as its security features, high
performance, and modularity, we can create a more secure,
efficient, and interoperable healthcare ecosystem. Address-
ing the current challenges through continued research and
development will pave the way for broader implementation
and acceptance of blockchain technology in healthcare.
Overall, this research provides a solid foundation for the
future development of secure and efficient healthcare in-
formation exchange systems using blockchain technology.
The findings suggest that Hyperledger Fabric can play a
critical role in revolutionizing healthcare data management,
ultimately leading to improved patient care and streamlined
healthcare operations.
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